Service Specific Terms
IP-VPN Service

Enterprise Customers

1. The Service - Overview

The IP-VPN Service is a private Wide Area Network (WAN) service that supports data, voice, and video traffic
virtually over a shared packet network. The IP Virtual Private Network (VPN) is built and configured among
various Customer Sites that are connected to the Vodafone IP-Multi-Protocol Label Switching Network. It uses
a range of site topologies and network access methods, such as private fixed line circuits (ADSL, VDSL, EFM,
Fibre Ethernet, and leased line), wireless access, SISA, and Extended Access Service. Additional IP-Network
features are available including Multi-VPN/VRF-Lite, IPv4 Multicast, IPv6, and Extranets. The term “Service” or
“Services” in these Service Specific Terms means the IP-VPN Service.

2. Service Term Structure
2.1 These Service Specific Terms include:

(@) the service specification, which sets out a description of the Service, including Optional Service Elements
and complementary Services (where applicable) and may be updated from time to time (the “Service
Specification”). The specific Service Elements selected by Customer will be set out in the Commercial
Terms and/or Order; and

(b) the service levels which set out the standards that will be applied to the provision of the Service (in
addition to the standards set out in the Tiered Support Service Specific Terms) (the “Service Levels”).

2.2 The following documents further govern Vodafone’s supply of the Service and form part of the Agreement,
applying in the order of precedence set out in the General Terms:

(@ the Commercial Terms;
(b) the General Terms;
() ExtraService Terms;

(d) the Fixed Service Terms available at www.vodafone.co.uk/terms:

(e) the Tiered Support Service Specific Terms available at www.vodafone.co.uk/terms;

(f)  the Order, which confirms the Service Elements selected by/for Customer;
(@) the Statement of Work; and

(h) any applicable policies and guidelines, as provided from time to time by Vodafone.

3, The Service

3.1 The Service offers Customer the option to purchase the following service packages: (i) Wires Only; or (i)
Managed.

3.2 In addition to the service package selected by Customer, the Service shall comprise:
(@) Core Service Elements; and
(b) additional Optional Service Elements (where selected)

Both Core Service Elements and Optional Service Elements selected by Customer shall be set out in the
Commercial Terms and/or Order. The Service Specification summarises the available Core Service Elements
that are included in the base Charges and the Optional Service Elements available for an extra charge for each
of the service packages listed above.

33 In connection with all service packages listed above, Customer may order Mobile Data Access (“MDA”), Cloud
Connect, Enhanced Network Based Internet Access (“Enhanced NBIA”), Secure Network Gateway (“SNG”),
Secure Remote User Access ("SRUA”) and Online Performance Reporting, all as described in the Extra Service
Terms.
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Following the Agreement Start Date, Vodafone may complete any necessary preparatory works which may
include reserving network capacity and components, entering into Third Party Provider contracts, ordering
Equipment and completing Site Surveys.

Equipment

Use of Vodafone Supplied Router: Clause 3.1 of the Fixed Service Terms applies to Customer’s use of
Vodafone Supplied Router. If the Vodafone Supplied Router becomes unsupported by the manufacturer,
Vodafone may replace the Vodafone Supplied Router with an equivalent supported router at Vodafone’s
discretion.

Use of Customer Supplied Router: Clause 3.2 of the Fixed Service Terms applies to Customer’s use of
Customer Supplied Router. If Vodafone determines the Customer Equipment (including Customer Supplied
Router) to be unsuitable to enable Vodafone to provide the Service, Customer shall reimburse Vodafone for
any additional costs Vodafone incurs as a result of any such replacement.

The Statement of Work, Commercial Terms and/or Order will identify which Fixed Equipment, if any, Vodafone
will supply to the Customer and which of such Equipment will be purchased by Customer. Associated Charges
shall be set out in the Commercial Terms and/or Order.

Customer must have a Router on the Customer Site(s) to use the Service. Any additional Customer Equipment
required to use the Service shall be identified in the Statement of Work, Commercial Terms and/or Order (if
applicable).

Vodafone Supplied Router: Where Customer elects to receive the Managed service package or the
Maintained service package (with Vodafone’s Supplied Router), the following shall apply:

(@ Vodafone obligations: Vodafone will be responsible for the installation, maintenance, performance,
change requests and compatibility of that Vodafone Supplied Router with the Service as set out within
these Service Specific Terms and/or Service Specification.

(b) Customer obligations: Customer shall comply with clause 3 of the Fixed Service Terms.

Service Specific Conditions of Use

Third Party Providers: Vodafone will use a Third Party Provider or Vodafone Group Company that has the
necessary authority to provide a Service Element where required by Applicable Law. Vodafone may novate any
Agreements as required in order to comply with Applicable Law.

PSTN and IP Voice / Video services: Customer acknowledges that the Service is not a public voice service.
Customer and its Users shall not connect or seek to connect the Service to any public voice service, including
the public switched telecommunications network (PSTN) or other voice or video services (e.g. voice over IP)
unless Customer purchases such services from Vodafone or Customer is permitted to connect the Service to
a PSTN in accordance with Applicable Law.

Public Internet service: Customer acknowledges that the Service is not a public Internet service. Customer
and its Users shall not connect or seek to connect the Service to a public Internet service and/or enable the
use of public Internet for any voice or video communication service (e.g. voice over IP), unless Customer
purchases public internet service from Vodafone or Customer is permitted to connect the Service to a public
internet service in accordance with Applicable Law.

Security Obligations: Customer will: (a) design, implement, manage and archive configuration of internal IP
protocols, LAN information and access lists; (b) provide reasonable security on the Equipment and Customer's
private networks to limit misuse of or threat to the Service, Equipment or Network; (c) address any misuse or
threat identified by Vodafone through the implementation of further security or user controls; and (d) only use
the SIM(s) provided by Vodafone where Mobile Data Access is provided.

Asymmetric Access Bandwidths: Where Customer Sites are connected by Asymmetric Access Bandwidths,
Vodafone shall inform Customer of the date of the Customer Site visit but may not confirm an exact time.

DSL: Where any Customer Sites are connected to the Backbone by an access circuit using DSL, SISA utilising
DSL and Mobile Data Access, the following clauses shall apply:
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(@ Pre-sales availability checks are not an absolute guarantee that the access method, or specific variant,
can be provided.

(b) The provision of the Service is conditional upon confirmation from any third-party supplier to be used in
connection with the Service that it is able, and agrees, to provide the access method and, if relevant,
installation and/or survey services, at the relevant Customer Site.

(c) Where an ordered access circuit or service, cannot be provided, Vodafone will advise Customer of
alternative options and Charges. Customer may order an alternative or cancel such service or access
circuit, without incurring an applicable Recovery Charge. In these circumstances, the Customer shall not
be entitled to any compensation in respect of such cancellation.

(d)  Where Customer Sites are connected by DSL, Vodafone shall inform Customer of the date of the Customer
Site visit but may not confirm an exact time

5.7 Ethernet Access:

(@ Where dual access is provided using third party access circuits, Vodafone cannot guarantee end-to-end
diversity of the access circuits.

(b) Where an access circuit ordered cannot be provided at a Customer Site, Vodafone will advise Customer
of alternative options and Charges. Customer may order an alternative or cancel, without incurring an
applicable Recovery Charge. In these circumstances, Customer shall not be entitled to any
compensation in respect of such cancellation.

5.8 Secure Internet Site Access:

(@ Where Secure Internet Site Access is ordered by the Customer as an access method, Vodafone will
provide access to the Service via an encrypted tunnel over a local in-country public internet access
service.

5.9 Simple Network Management Protocol:

(@ Vodafone may withdraw the SNMP read-only access Service at any time if: (a) in Vodafone’s opinion, it
represents a potential or actual security risk to the Services; (b) it is used by the Customer in a way which
constitutes a breach of the Agreement or results in a breach by Customer of the SNMP read-only access
service security; or (c) in Vodafone’s reasonable opinion, it prevents further enhancements to Vodafone’s
services, including but not limited to the Services.

(b) If Customer’s use of the SNMP read-only access Service deliberately, negligently or recklessly causes an
impact on Network or device performance, Customer shall be liable for the costs incurred by Vodafone
for rectifying the problem.

5.10 Classes of Service: If Vodafone does not provide a Vodafone Supplied Router, Customer is responsible for
configuring the Customer Supplied Router in accordance with the relevant CoS codes. Failure to do so will
prevent the CoS profile from working and Vodafone shall have no liability in respect of such a failure.

511 Regulated Items: The use, export, and/or import of certain Equipment are subject to Applicable Laws
(“Regulated Items”). Customer must only deploy, export, import, and/or disclose Regulated Items in strict
compliance with all Applicable Laws, and specifically Applicable Laws regarding encryption. If Applicable Law
prohibits the export, re-export, import, and/or use of a Regulated Item in certain jurisdictions, that prohibition
may preclude the use of the Service in those jurisdictions.

5.12 Resale: If the Customer is granted the right by Vodafone to resell the Service to others or resell some
functionality that a Service provides to others (each, an “Other User” and each such action, a “Resale”),
Customer shall:

(@ asbetween Customer and Vodafone, be responsible for the Other Users’ use of the Service;
(b) beresponsible for all dealings with the Other Users about the Service;

(c) require each Other User to agree in writing to abide by the obligations set out in the Agreement that
relate to Users, including restrictions on use and misuse of the Service;
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(d not make any representation or warranty, or offer any indemnity to or otherwise make any commitment
to any Other User on Vodafone’s behalf;

(e) comply with all Applicable Laws pertaining to Resale, including maintaining any licenses, permissions,
ministerial determinations, directions and declarations and other governmental approvals needed for
Resale; and

(f)  reimburse Vodafone for any costs or expenses Vodafone incurs as a result of any breach by Customer of
this clause 5.1211.

6. Service Change Request Procedure

6.1 Customer may propose a change to the Service by written request (“Service Change Request Procedure”).
Upon agreement, the Parties must authorise the change in the form of a change Order or other written
amendment to the Agreement (@ “Change Order”). Vodafone has no obligation to commence work in
connection with a change until a Change Order is executed by the Parties. If it is necessary to use additional
resources or to incur any other additional costs in making a change, they shall be calculated as a change to
the Charges.
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[NOTE: SERVICE SPECIFICATION IS AVAILABLE ON REQUEST]
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1. General Support Service Terms

1.1 Support Service is available as shown below:

Support Service ‘ Service Cover Period
Incident Management for Severity Level 1 & 2 Incidents 24/7

Incident Management for Severity Level 3 & 4 Incidents Working Hours
Service Request Fulfilment Working Hours

1.2 Incidents may be reported at any time; however, Incident resolution will only occur during Working Hours for
Severity Level 3 and 4 Incidents.

1.3 Customer must appoint primary and secondary points of contact responsible for accessing the Support Service
and communicating with Vodafone during the relevant Service Cover Period. Customer will inform Vodafone,
and keep Vodafone up-to-date with the appointed individuals’ identity and level of access.

1.4 Customer will: (@) reimburse Vodafone for reasonable expenses associated with a Customer Site visit or for
other actions taken when Customer has reported an Incident caused by an Excluded Event; and (b) permit
Vodafone to interrupt the Service at the Customer Site to resolve the Incident.

1.5  Vodafone may temporarily interrupt the Service to carry out Planned Works. Vodafone will notify Customer in
advance of any Planned Works. “Planned Works” means planned Vodafone-initiated changes to the Service
or Equipment (for example, to carry out essential maintenance or upgrades).

2. General Service Level Terms

2.1 Service Levels and Service Credit terms apply from the Service Commencement Date for the applicable
Customer Site depending on the Service Level measure, unless stated otherwise.

2.2 Service Levels do not apply to Incidents caused by or connected to an Excluded Event.

2.3 Service Levels and Service Credits apply to Customer Sites located within a PoP Tier or SISA Band location.
When a Customer Site falls into a SISA Band, the Service Levels for the SISA Band will apply instead of the
Service Levels for Pop Tiers. If a location does not fall within a PoP Tier or SISA Band, Vodafone will use
reasonable endeavours to deliver the Services and will provide a Service Level Objective for those locations on
request.

2.4 If Customer selects an access technology not recommended by Vodafone, the Service Levels will not apply to
the affected Customer Site and different Service Levels or Service Level Objectives will be agreed between the
Parties.

3. Service Availability

3.1 Calculation: Percentage Availability is calculated as: [(A — B)/A] x 100. “A” equals the number of minutes in
each full month e.g. during a 30-day monthly period A will equal 43200. “B” equals the number of whole
minutes when the Service is Unavailable in the Monthly Measurement Period.

3.2 Service Levels: The following Availability Service Levels and Service Level Objectives apply to each Customer
Site in a relevant PoP Tier, SISA Band or Extended Access Country Group depending on the Site Classification:
(@) Target availability - PoP Tier 1—PoP Tier 5:
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Pop Tier 1 Pop Tier 2 Pop Tier3 Pop Tier 4 Pop Tier 5

Site % Service *Minutes %Service *Minutes %Service *Minutes %Service *Minutes %Service *Minutes
Classification | Availability | Unavailable | Availability | Unavailable | Availability | Unavailable | Availability | Unavailable | Availability | Unavailable
::;':ess 96.50 1533 93 3066 93(SLO) | 3066 None N/A None N/A
Business 98 876 96 1752 96 (SLO) 1752 None N/A None N/A
Standard

g:;'i’:’ate 99.90 438 99.85 65.7 99.4 262.8 98 (SLO) | 876 98.88 491
Corporate 99.95 219 99.90 438 99.6 175.2 98.8(SLO) | 5256 99.44 245%
Standard

gz:zmte 99.99 438 99.95 219 99.7 131.4 99 (SLO) | 438 99.72 123
Corporate —

o Plas 99.995 219 99.99 438 N/A N/A N/A /A N/A /A

*Only when secondary circuit over Ethernet, EFM or Leased Line. Unavailable minutes shown above are an example and assumes a 30-day monthly period.

(b) Target Availability - Secure Internet Site Access:

Site classification Service availability * Minutes
Unavailable
SISA IPSec Only 99.99% 4.38 minutes
SISA Business Basic 93% (SLO) 3066 minutes
SISA Business Standard 93.5% (SLO) 3220 minutes
SISA Corporate Basic 98% (SLO) 876 minutes
*Unavailable minutes shown above is an example and assumes a 30-day monthly period.

(c) Target Availability - Extended Access:

EA Country Group | Single access Customer Site | Dual access Customer Site
1 99.7% 99.9%

2 99.2% 99.5%

3 99.0% 99.2%

Extended Access Services apply to those Customer Sites located in an Extended Access Country Group.

4, Severity Levels of Incidents

4.1 A description of the different Severity Levels is set out below:

Severity Level ’ Severity Level definitions

1 A total loss of the Service at one or more Customer Sites.

2 Partial loss of Service (at one or more Customer Sites) that has a significant detrimental effect
on Customer's ability to perform normal communications (examples include loss of a primary,
secondary or backup access circuit, packet loss over 25% or loss of capacity.
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3 Degradation in Service performance, or a Severity Level 1 or 2 Incident where Vodafone has
either been (a) denied access to the Customer Site, or (b) unable to complete Planned Works
(for reasons outside of Vodafone’s reasonable control) to restore normal service.

4 A non-Service affecting Incident or Incidents not classed as Severity Level 1, 2 or 3 Incidents.

4.2  The above Severity Level descriptions shall not apply to Incidents with NBIA, SNG or SRUA Optional Service
Elements., A description of the different Severity Levels for these Optional Service Elements are set in the NBIA,
Secure Network Gateway and Secure Remote User Access Extra Service Terms.

5. Incident Resolution Times

5.1 Severity Level 1 and Severity Level 2 Incidents are both treated with urgency. Incident Resolution Time is
calculated as the number of whole hours between the time Vodafone issues a Unique Identifier and the time
Vodafone issues a Closure Notification for the Incident.

5.2  Classification: Incident resolution Service Levels apply per circuit rather than to the overall Customer Site
configuration.

5.3  Service Levels: The target Incident resolution times for Severity Level 1 and Severity Level 2 Incidents are as
follows:

(@ PoPTiers:

Site PoP Tier 1 PoP Tier 2 PoP Tier 3 PoP Tier 4 PoP Tier 5

Classification

Business —Basic | 24 hours 48 hours 48 hours Reasonable Reasonable
Endeavours Endeavours

Business — 24 hours 48 hours 48 hours Reasonable Reasonable

Standard Endeavours Endeavours

Corporate — Basic | 4 hours 6 hours 12 hours 12 hours 36 hours

Corporate — 4 hours 6 hours 12 hours 12 hours 36 hours

Standard

Corporate — Core | 4 hours 6 hours 12 hours 12 hours 36 hours

Corporate —Core | 4 hours 6 hours n/a n/a n/a

Plus

(b) SISA Bands:

Site Classification | SISA Band A SISA Band B SISA Band C SISA Band D
SISA IPSec Only 4 Hours 4 Hours 4 Hours 4 Hours
SISA Business Basic | 48 Hours (SLO) 48 hours (SLO) 96 hours (SLO) 96 Hours (SLO)
SISA Business 48 Hours (SLO) 48 hours (SLO) 96 hours (SLO) 96 Hours (SLO)
Standard
SISA Corporate Basic | 8 hours 12 hours (SLO) 24 hours (SLO) 48 Hours (SLO)
(SLO)
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6.
6.1

6.2

6.3

Service Degradation

The Service Degradation Service Levels apply when: (a) Customer Sites are: (i) directly connected to the IP
Backbone Core at one of the available symmetric bandwidth options, or (ii) connected using the Asymmetric
Bandwidth option if the target explicitly states it applies to an Asymmetric Service; (b) the distance between
the Vodafone Managed Router (as applicable to the Service Level or SLO) and the IP Backbone Core is less than
150 kilometres; (c) where symmetric bandwidth access circuits are provided, the minimum available port
bandwidth, is at least 1.5Mbps; (d) the IP packet size is 64 bytes for Premium CoS and the average packet size
for Standard and Enhanced CoS is 384 bytes; (e) Premium CoS bandwidth, as applicable, at the Customer Site
is a maximum of 50% of the port bandwidth; and (f) apply from the most recent Service Commencement Date
for the relevant Customer Site.

The Service Degradation Service Levels do not apply: (a) to Severity Level 1 or 2 Incidents; (b) where the
Incident is due to an Excluded Event; and/or (c) to local internet access as part of Secure Internet Site Access
service (if ordered by the Customer as an Optional Service Element) and/or (c) if Customer exceeds the
bandwidth specified in the Order for the relevant Class of Service.

Service Degradation Measurements:
(@ Round Trip Delay ("RTD"):

0] The Round Trip Delay SLO and Service Levels are measured as the total time taken foran IP packet
to pass from one applicable Router to another applicable Router and then back to the original
Router. The RTD SLO and Service Levels will be calculated as the average of all measurements
taken in the Monthly Measurement Period.

(i) The RTD Service Level Objectives for the IP Backbone Core between two IP Backbone Core
Routers are set out below:

Service Level

RTD IP Backbone Core (between two IP Backbone
Core Routers)

Premium CoS Section 1 of the Round Trip Delay Table
Enhanced CoS Section 1 of the Round Trip Delay Table
Standard CoS n/a
Default CoS n/a

(b) Packet Loss:

0] Packet loss measures the percentage of IP packets that are not successfully sent over the IP
Backbone Core during the Monthly Measurement Period.

(] The Service Levels for packet loss is as follows:

Service Level

Both Customer Sites One or both Customer Sites | Extended Access
connected using connected using
Symmetric bandwidths Asymmetric bandwidths

Premium CoS 0.04% 0.2% 0.1%

Enhanced CoS 0.06% 0.3% 0.5%

Standard CoS 0.08% n/a n/a

Default CoS n/a n/a n/a
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*Assumes the use of 64 byte IP packets.

**Assumes the use of 384 byte IP packets.

(© lJitter:

0] Jitter measures the variation between the arrival of consecutive 64 byte IP packets caused by
network congestion, timing differences or route changes as an average over the Monthly
Measurement Period.

@i The jitter Service Levels below apply to pairs of Customer Sites connected with Asymmetric or
symmetric bandwidths.

Access Circuit bandwidth/ Service Level Service Level -
connection method: Extended Access
Premium CoSonly | <1 Mbps 67 milliseconds 20 milliseconds
1 Mbps to 10 Mbps 20 milliseconds
>10 Mbps <10 milliseconds
>155 Mbps <5 milliseconds

7. Service Credits
7.1 General Service Credit terms:

(@ Customer must claim all Service Credits via the Vodafone account manager within 30 days of the end of
the Monthly Measurement Period. Service Credits will be applied to Customer’s next bill after agreement
that such Service Credits are due.

(b) Service Credits do not apply for any failure or delay in performing the Service that arises out of, or in
connection with: (a) the Service operating on back-up or resilient links (except during Incident resolution
times); (b) line errors; (c) intermittent Incidents which do not prevent the use of the Service and which
are not Severity Level 1 or 2 Incidents; (iv) Online Performance Reporting; and/or (d) any Excluded Event.

(c) The total Service Credits payable in any given Monthly Measurement Period shall not exceed 100% of
the monthly recurring port Charge for the affected Customer Site.

(d If one Incident causes a failure of two or more Service Levels, only the greater Service Credit amount of
the two Service Levels shall be payable.

(e) Service Credits as set out in these Service Specific Terms shall be the Customer’s sole and exclusive
remedy against Vodafone in respect of any failure in Service performance. Service Credits have been
calculated as, and are, a genuine pre-estimate of the loss likely to be suffered by the Customer for failure
in Service performance. Service Credits may only be applied to Charges for the Service and have no cash
value.

7.2 Service Credits for delay:

(@ Customeris entitled to a Service Credit if the Service Commencement Date of a new Service Element at
a Customer Site or Configuration Change is delayed beyond the Agreed Delivery Date.

(b) The applicable Customer Site must be in a PoP Tier or SISA Band and directly connected to the IP
Backbone to claim a Service Credit for delay.

Delay in Service Number of whole | Service Credit (% of the Installation
Commencement Date of: | Working Days Charge/relevant Configuration Change
charge)
New Customer Site orHard | 1to 10 5%
Confi tion Ch .
onfiguration Change 11020 0%
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>20 25%
Soft Configuration Change | 1to 10 5%
to Customer Site. 10 0%

Customer may only claim a Service Credit for the highest applicable time period category, not each
time period that may pass for the same Incident.

(c) The Installation Charge referred above is Vodafone's standard Installation Charge excluding any
additional Charges due to specific Customer Site requirements, for example additional construction
Charges.

73 Service Credits for Availability

(@) The Service Credit is a percentage of the monthly recurring port Charges for the affected Customer Site
during the Monthly Measurement Period. A Service Credit cap of 50% of the monthly recurring port
Charge for the affected Customer Site applies to the Service Credits Customer may claim for this Service
Level each Monthly Measurement Period.

(b) Availability at the Service Demarcation Point per Customer Site located in a PoP Tier or SISA Band:

Difference in actual monthly Availability % versus | Service Credit

Service Level in the Monthly Measurement Period

Upto -1% 2.5%
>1%1t0-2% 10%
>-2%10-3% 20%
>-3% 50%

() Availability at the Service Demarcation Point per Customer Site located in an Extended Access Country
Group in a Monthly Measurement Period:

EA Country Group Single Access Customer | Dual Access Customer Service Credit
Site Availability Site Availability Percentage
1 99.7% 10 98.7% 99.9% to 98.9% 25%
Less than 98.7% Less than 98.9% 50%
2 99.2% to 98.0% 99.5% t0 98.3% 25%
Less than 98.0% Less than 98.3% 50%
3 99.0% to 97.0% 99.2%t0 97.2% 25%
Less than 97.0% Less than 97.2% 50%

7.4 Service Credits for Incident Resolution:

(@) The Service Credit is a percentage of the monthly recurring port Charges for the affected Customer Site
during the Monthly Measurement Period. The following Service Credit applies to the Incident Resolution
Service Levels:
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Number of hours beyond the Service Credit Percentage
Incident resolution Service Level

that the Severity Level 1 or2

Incident remains unresolved X . '
Business sites Corporate Sites

Between 1 and 15 hours inclusive 2.5% per hour 5% per hour
rounded up to the nearest hour

More than 15 hours 50% 100%

Customer may only claim a Service Credit for the highest applicable time period category, not each time period
that may pass for the same Incident.

7.5  Service Credits for Service Degradation:

(@ The following Service Credit for Service Degradation applies when Vodafone has: (a) verified that the
relevant Service Level has been exceeded; and (b) diagnosed that the Service Degradation is due to a
failure in the IP Backbone Core or the access circuit (as applicable):

Service Degradation type Service Credit per Customer Site (% of the monthly

port Charge for the affected Customer Site pro-
rated to Incident duration)

IP Backbone Core Round Trip Delay, Jitter or Packet Loss | 20%

(b) A Service Credit cap of 20% of the monthly recurring port Charge for an affected Customer Site applies
to Jitter, Packet Loss and Round Trip Delay Service Credits, in aggregate per Monthly Measurement
Period.
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Each Customer Site is classified into one of the following classes:

Site classification

Topology description

Applicable access technologies

Backup/Secondary
Business Basic Single access. ADSL /VDSL/ FTTP N/A
Business Standard Single access with back-up ADSL /VDSL/ FTTP ADSL /VDSL/ FTTP/SISA/
(active or passive). VSAT / MDA
Single or dual CE routers
(where advised).
Backup connected to
different PE router than the
primary service wherever
possible.
Corporate Basic Single access. Ethernet / EFM / N/A
Optional secondary accessto | leased line
same PoP.
Corporate Standard Single access with backup Ethernet / EFM / leased line | ADSL /VDSL / FTTP /VSAT/
(active or passive). SISA / MDA

Single or Dual CE router
(where advised).

Backup connected to
different PE router wherever
possible.

Corporate Core

Dual CE routers (Customer
Sites); or

Cloud Provider Demarcation
Point (Cloud Connect).

Dual Access/PoP.
Dual building entry points.

Ethernet / leased line

Ethernet / leased line

Corporate Core Plus

(Only applies to PoP Tier 1&2)

Dual CE routers.

Dual Access/PoP with 5
metre separacy.

Separate building entry
points.

Ethernet / leased line

Ethernet / leased line

SISA IPSec Only Gateway for termination of N/A N/A
regional SISA IPSec traffic.
SISA Business Basic Single access SISA. SISA Broadband Access N/A

(ADSL, VDSL, FTTP)
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SISA Business Standard Single access SISA with SISA Broadband Access 2nd IPSec tunnel to separate
diverse IPSec Tunnels to (ADSL, VDSL, FTTP) SISA Gateway
separate SISA Gateways.

SISA Corporate Basic Single access SISA SISA Dedicated Access N/A
connection. (Ethernet, EFM, Leased Line)

PoP Tiers: The PoP tiers include the locations, service availability tier and incident resolution time tier in the table
below:

PoP Country
PoP Location

Service availability tier
Incident resolution tier

PoP Country
PoP Location

Service availability tier
Incident resolution tier

PoP Country

Service availability tier

PoP Location
‘ Incident resolution tier

Angola Luanda Africa 5 1|5 India Thane APAC 3 11 Spain Barcelona Europe 111
Argentina Buenos Aires  [LATAM 2 |2 India Noida APAC 3 1 Spain Madrid Europe 11
Australia Adelaide APAC 11 India Chandigarh  |APAC 3 Swaziland |Mbabane Africa 5 |5
Australia Brisbane APAC 1 1 India Coimbatore  |APAC 3 1 Sweden Stockholm Europe 111
Australia Melbourne APAC 111 Indonesia  |Jakarta APAC 3 13 Switzerland | Zurich Europe 111
Australia Perth APAC 111 Ireland Armagh Europe 1T 1 Taiwan Taipei APAC 3 1
Australia Sydney APAC 111 Ireland Dublin Europe 1T 1 Tanzania |Dar Es Salaam | Africa 5 |2
Austria Vienna Europe 111 Ireland Lisburn Europe 1T 1 Thailand  |Bangkok APAC 2 |2
Bahrain Manama Middle East [3 |3 Ireland London Derry [Europe 1T 1 Thailand Nonthaburi APAC 2 |2
Belgium Brussels Europe 111 Ireland Omagh Europe 1T 1 Turkey Istanbul Europe 2 |2
Botswana Gaborone Africa 5 |4 Ireland Portadown Europe 1 11 UAE Abu Dhabi Middle East (4 |4
Brazil Rio de Janeiro [LATAM 2 |2 Ireland Strabane Europe 1 1 UAE Dubai Middle East (4 |4
Brazil Sao Paolo LATAM 3 12 Israel Rosh Ha'Ayin |Europe 113 Uganda Kampala Africa 5 |4
City
Bulgaria Sofia Europe 3 13 Italy Milan Europe 1 11 Ukraine Kiev Europe 111
Cameroon Douala Africa 5 1|5 Japan Osaka APAC 1 1 UK Birmingham Europe 111
Canada Montreal us 111 Japan Tokyo APAC 1 11 UK Bracknell Europe 111
Canada Toronto us 111 Kenya Mombasa Africa 5 |4 UK Bristol Europe 111
China Beijing APAC 111 Kenya Nairobi Africa 5 |4 UK Edinburgh Europe 111
China Guangzhou  |APAC 11 Kuwait Kuwait Middle East |1 |1 UK Glasgow Europe 111
China Shanghai APAC 111
Cote D’lvoire  |Abidjan Africa 5 1|5 Liberia Monrovia Africa 5 |5 UK Leeds Europe 111
Czech Republic|Prague Europe 111 Madagascar |Antananarivo |Africa 5 |5 UK London Europe 111
Denmark Copenhagen |Europe 111 Malawi Blantyre Africa 5 |5 UK Manchester Europe 111
Dijibouti Djibouti Africa 5 |5 Malaysia Kuala Lumpur [APAC 2 |2 UK Swindon Europe 111
DRC Kinshasa Africa 5 [4 USA Atlanta us 111
DRC Lubumbashi | Africa 5 [4 Mauritius Ebene Africa 5 |5 USA Boston us 111
Egypt Cairo Africa 3 13 Mexico Monterry Americas 3 |2 USA Charlotte uUs 111
Equatorial Malabo Africa 5 1|5 Mexico Mexico City ~ [Americas 3 |2 USA Chicago us 1T
Guinea
Ethiopia Addis Ababa  |Africa 5 1|5 Morocco Rabat Africa 3 13 USA Dallas uUs 111
Finland Helsinki Europe 111 Mozambique|Maputo Africa 5 |5 USA Denver us 11
France Marseille Europe 11 Namibia Windhoek Africa 5 |5 USA El Segundo us 1 11
France Paris Europe 111 Netherlands |Amsterdam Europe 1 1 USA Houston us 11
Germany Dusseldorf Europe 11 New Zealand|Auckland APAC 2 USA Jacksonville us 1 11
Germany Frankfurt Europe 111 Nigeria Lagos Africa 5 |5 USA Los Angeles us 11
Germany Hamburg Europe 11 Norway Oslo Europe 1 01 USA Memphis us 1 11
Ghana Accra Africa 5 |4 Oman Wattayah Middle East (4 |4 USA Miami us 11
Greece Athens Europe 111 Philippines [Manila APAC 2 |2 USA New York us 111
Hong Kong Hong Kong APAC 111 Poland Warsaw Europe 1 1 USA Phoenix us 11
Hungary Budapest Europe 111 Portugal Lisbon Europe 11 USA Portland us 11
India Bangalore APAC 2 |2 Portugal Porto Europe 2 |1 USA San Francisco us 11
India Chennai APAC 2 |2 Russia Moscow Europe 2 |2 USA San Jose us 111
India Delhi APAC 2 |2 Romania Bucharest Europe 3 |3 USA Seattle us 11
India Mumbai APAC 2 |2 Rwanda Kigali Africa 5 |5 USA Washington D.C_[US 1 11
India Pune APAC 2 |2 Senegal Dakar Africa 5 |5 Vietnam Hanoi APAC 3 |1
India Gurgaon APAC 3 1 Sierra Leone [Freetown Africa 5 |5 Vietnam Ho Chi Minh city |APAC 3
India Ahmadabad  [APAC 3 1 Singapore  [Singapore APAC 11 Zambia Lusaka Africa 5 |5
India Jaipur APAC 3 1 South Africa [Johannesburg |Africa 5 |2
India Vadodara APAC 3 1 South Korea |Seoul APAC 11
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C2 General

IP-VPN Service
PoP Tiers & SISA Bands

Enterprise Customers

SISA Bands: For the purposes of the Agreement, the SISA Bands shall include the locations in the tables below:

/W Austria, Belgium, Bulgaria, Denmark, Finland, Germany, Hong Kong, Japan, Netherlands, Norway, Singapore,
B South Korea, Sweden, Switzerland, UK

3} Albania, Algeria, Andorra, Australia, Azerbaijan, Bahrain, Bosnia and Herzegovina, Cambodia, Cameroon,
Canada, China, Costa Rica, Croatia, Czech Republic, Ecuador, Egypt, El Salvador, Estonia, France, Guatemala,
Honduras, Hungary, Iceland, Ireland, Israel, Italy, Jordan, Kuwait, Latvia, Lebanon, Lithuania, Luxembourg,
Macedonia, Malaysia, Malta, Moldova, Monaco, Morocco, Nicaragua, Oman, Panama, Portugal, Qatar, Romania,
Russia, San Marino, Saudi Arabia, Serbia, Slovakia, Slovenia, Spain, Taiwan, Tunisia, Turkey, United Arab
Emirates, US, US (Alaska), US (Hawaii), Venezuela, Vietnam.
Afghanistan, Angola, Anguilla, Antigua and Barbuda, Argentina, Armenia, Bahamas, Bangladesh, Barbados,
Belarus, Bermuda, Bhutan, Botswana, Brunei, Darussalam, Burkina Faso, Burundi, Cape Verde, Cayman Islands,
Chile, Colombia, Congo, Cyprus, Dominica, Ethiopia, Faroe Islands, Fiji, Gabon, Georgia, Ghana, Gibraltar, Greece,
Grenada, Guadeloupe, Guam, Guernsey, Haiti, India, Indonesia, Iran, Iraq, Isle of Man, Ivory Coast, Jamaica,
Jersey, Kazakhstan, Kenya, Kyrgyzstan, Laos, Libya, Liechtenstein, Macau, Madagascar, Malawi, Maldives, Mali,
Martinique, Mongolia, Montenegro, Montserrat, Mozambique, Namibia, Netherlands Antilles (Aruba),
Netherlands Antilles (Bonaire), Netherlands Antilles (Curacao), Netherlands Antilles (St. Maarten), New
Zealand, Nigeria, Pakistan, Palestine, Peru, Philippines, Poland, Puerto Rico, Reunion, Rwanda, Senegal, Serbia
(Kosovo), Seychelles, South Africa, Sri Lanka, Sudan, Syria, Tajikistan, Tanzania, Thailand, Uganda, Ukraine,
Uruguay, Uzbekistan, Yemen.
American Samoa, Belize, Benin, Bolivia, Brasil, Central African Republic, Chad, Congo, Dem. Rep. (former Zaire),
Cuba, Djibouti, Dominican Republic, East Timor, Equatorial Guinea, Eritrea, French Guiana, French Polynesia,
Gambia, Guinea, Guinea-Bissau, Guyana, Liberia, Mauritania, Mauritius, Mexico, Myanmar, Nepal, New Caledonia,
Niger, Northern Mariana Islands, Palau, Papua New Guinea, Paraguay, Saint Barthélemy, Saint Kitts and Nevis,
Saint Lucia, Saint Vincent and the Grenadines, Sierra Leone, Solomon Islands, South Sudan, Suriname,
Swaziland, Togo, Trinidad and Tobago, Turks and Caicos Islands, Virgin Islands (British), Virgin Islands (U.S.),
Zambia, Zimbabwe

The locations set out in these schedules are indicative only and may be updated from time to time. Vodafone will
confirm availability in the Order.
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IP-VPN Service
Extended Access Country Groups

Extended Access Group: 1

Country Region Carrier
Jordan Middle East Batelco
Kuwait Middle East Batelco

Qatar Middle East Batelco

Saudi Arabia Middle East Batelco
Kuwait Middle East Bharti Airtel
Namibia Africa Bharti Airtel
China Asia China Telecom
China Asia China Unicom
China Asia CITIC Telecom CPC *
Taiwan Asia CITIC Telecom CPC
Cambodia Asia FPT

Laos Asia FPT

Myanmar Asia FPT

Vietnam Asia FPT

Argentina Central & S America Neutrona (IFX)
Bolivia Central & S America Neutrona (IFX)
Brazil Central & S America Neutrona (IFX)
Chile Central & S America Neutrona (IFX)
Colombia Central & S America Neutrona (IFX)
Ecuador Central & S America Neutrona (IFX)
Guatemala Central & S America Neutrona (IFX)
Mexico Central & S America Neutrona (IFX)
Paraguay Central & S America Neutrona (IFX)
Per(i Central & S America Neutrona (IFX)
Venezuela Central & S America Neutrona (IFX)
Bangladesh South Asia PCCW
Botswana Africa PCCW

Cook Islands Pacific PCCW

Fiji Pacific PCCW

Ghana Africa PCCW

Kenya Africa PCCW

Kiribati Pacific PCCW
Mauritius Africa PCCW
Mozambique Africa PCCW
Namibia Africa PCCW

New Caledonia Pacific PCCW

Nigeria Africa PCCW

Niue Pacific PCCW

Norfolk Pac